
TABQUIK.COM Security Information  

 

TABQUIK.COM supports the Chrome and Edge browsers. To secure data in transport https is 
utilized to and from the server. Once the end user clicks the print button the data that is 
compiled on the server is deleted from the server. 

Passwords are set to expire by default every 90 days. 

2 factor authentication is available. 

Information stored on TABQUIK server. 

• Account Data (company TAB account number, company name, company country, print credits, and 
print failures).  

• Contact Data (user name, email address, phone number, and password which is encrypted.  
• Activity Log.  
• Label Stock Templates.  
• Label Design Files (including color palettes) – per account and sample libraries.  

Requests sent between the client and server. 

• Sign In/Out Authentication (user’s logging in or out of the system).  
• Current Label Credits (available labels that can be printed).  
• Print/Print Failure Logging (tracks successful and unsuccessful print jobs).  
• Design Requests (downloading of label template file(s) – design and color palette if applicable).  

Information stored on the local PC. 

• Customer Data entered in data grid/Tab2 (stored in Local storage). 
  

Questions/Answers from our FAQ documentation  

Q: Does TABQUIK.com have to be accessed from the same computer?   
A: No. TABQUIK.com is web-based and can be accessed from any computer meeting the system 
requirements. However, program specific settings, such as alignment and preserved data, are saved on a 
per-machine basis.   
  
Q: Can other users access my data?   
A: No. Your data resides locally on your computer; no data is attached to or saved on your TABQUIK.com 
account.   
  


